
Abnormal	Security	Acceptable	Use	Policy
This	Acceptable	Use	Policy	(“AUP”)	describes	the	prohibited	uses	of	the	Software	as	a	Service	offering	(the	"Service")	provided	by
Abnormal	Security	Corporation	(“Abnormal").	This	AUP	is	in	addition	to	any	other	terms	and	conditions	under	which	Abnormal	provides
the	Service	to	you.	In	addition	to	any	other	remedies	available	to	Abnormal,	if	Abnormal	determines	in	its	sole	discretion	that	you
violate	the	AUP,	we	may	suspend,	limit,	or	terminate	your	use	of	the	Service	without	prior	notice	or	liability.	This	right	applies,	even	if	the
breach	is	unintentional	or	unauthorized,	if	we	believe	that	any	such	suspension,	limitation,	or	termination	is	necessary	to	ensure
compliance	with	laws,	or	to	protect	the	rights,	safety,	privacy,	security,	or	property	(including	the	Service)	of	Abnormal	or	others.

Abnormal	may	modify	this	AUP	at	any	time	by	posting	an	updated	version	of	this	document.	Such	updates	will	be	effective	upon
posting.	We	therefore	recommend	that	you	visit	the	Abnormal	website	regularly	to	ensure	that	your	activities	conform	to	the	most
recent	version.	Your	continued	access	to	and	use	of	the	Service	constitutes	your	agreement	to	be	bound	by	such	updates.

The	prohibited	uses	listed	below	are	not	exhaustive.	Prohibited	uses	and	activities	by	you,	the	customer,	your	users	or	any	third	party
include,	without	limitation:

Violating	any	applicable	laws	or	regulations	(including	without	limitation	data,	privacy,	and	export	control	laws)	or	use	the
Service	in	a	manner	that	gives	rise	to	civil	or	criminal	liability;

Intentionally	distributing	malicious	code,	viruses,	worms,	defects,	Trojan	horses,	corrupted	files,	hoaxes,	or	any	other	items	of	a
destructive	or	deceptive	manner;

Infringing	or	misappropriating	Abnormal’s	or	any	third	party’s	intellectual	property,	proprietary	or	privacy	rights;

Reverse	engineering,	decompiling,	or	disassembling	the	Service	or	any	software	used	in	the	provision	of	the	Service;

Interrupting,	or	attempting	to	interrupt,	violate,	obtain	unauthorized	access	to,	disrupt,	damage,	overburden,	breach,	or
compromise	the	operation	or	security	of	the	Service	or	any	networks	or	systems;

Using	the	Service	for	any	reason	other	than	as	intended	by	the	parties.

We	may	report	any	activity	that	we	suspect	violates	any	law	or	regulation	to	appropriate	law	enforcement	officials,	regulators,	or	other
appropriate	third	parties.	We	also	may	cooperate	with	appropriate	law	enforcement	agencies,	regulators,	or	other	appropriate	third
parties	to	help	with	the	investigation	and	prosecution	of	illegal	conduct	by	providing	network	and	systems	information	related	to
alleged	violations	of	this	AUP.


